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# Doel, Toepassingsgebied en Gebruikers

Deze methodologie ondersteunt de Gegevensbeschermingseffectbeoordeling (DPIA) in alle bedrijfsonderdelen van [Naam organisatie] (verder: de “Organisatie”).

Deze methodologie beschrijft de DPIA-methode en stappen, en levert de vereiste beoordelings-criteria en verwijzende voorbeelden.

De gebruikers van dit document zijn de Functionaris voor Gegevensbescherming, en de verantwoordelijke personen in gegevensbeschermingsactiviteiten.

# Gerefereerde Documenten

* EU AVG Artikel 35
* EU AVG voorzieningen 75, 84, 89, 90, 91, 92, 93
* Artikel 29 Richtlijnen Werkgroep voor Gegevensbeschermingseffectbeoordeling (DPIA) en bepalend of verwerking het “waarschijnlijke resultaat is van een hoog risico” voor de Verordening 2016/679

# Definities

De volgende definities van de begrippen die in dit document worden gebruikt zijn gehaald uit Artikel 4 van de Algemene Verordening voor Gegevensbescherming van de Europese Unie:

**Persoonsgegevens**: alle informatie over een geïdentificeerde of identificeerbare natuurlijke persoon (“de betrokkene”); als identificeerbaar wordt beschouwd een natuurlijke persoon die direct of indirect kan worden geïdentificeerd, met name aan de hand van een identificator zoals een naam, een identificatienummer, locatiegegevens, een online identificator of van een of meer elementen die kenmerkend zijn voor de fysieke, fysiologische, genetische, psychische, economische, culturele of sociale identiteit van die natuurlijke persoon, of andere relevante informatie. Persoonsgegevens omvatten het e-mailadres, telefoonnummer, biometrische kenmerken (zoals vingerafdruk), locatie, IP-adres, gezondheidsinformatie, godsdienstige overtuiging, Burgerservicenummer en huwelijkse staat.
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