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# Doel, toepassingsgebied en gebruikers

Het doel van dit document is om regels voor toegang op verschillende systemen, apparatuur, inrichtingen en informatie te definiëren, gebaseerd op organisatie- en beveiligingseisen voor toegang.

Gebruikers van dit document zijn werknemers van [naam organisatie].

# Gerefereerde documenten

* ISO/IEC 27001 norm
* IT-Beveiligingsbeleid
* [Beleid voor Geclassificeerde Informatie]

# Toegangscontrole

## Introductie

Het basisprincipe is dat toegang tot alle systemen, netwerken, diensten en informatie verboden is, tenzij uitdrukkelijk toestemming is verleend aan afzonderlijke gebruikers of groepen van gebruikers. Er moet een procedure voor gebruikersregistratie voor elk systeem en dienst zijn.

Toegang tot alle fysieke gebieden in de organisatie is toegestaan, behalve de gebieden voor welke rechten dienen te worden verleend door de geautoriseerde persoon (item “Rechtenbeheer”).

Dit Beleid specificeert regels voor toegang tot systemen, diensten en inrichtingen, terwijl het Beleid voor Geclassificeerde Informatie regels definieert voor toegang tot afzonderlijk documenten en registraties.

## Gebruikersprofiel A

Gebruikersprofiel A heeft de volgende toegangsrechten:

|  |  |
| --- | --- |
| ***Naam van systeem /netwerk/ dienst*** | ***Gebruikersrechten*** |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |

De volgende functies hebben toegangsrechten volgens Gebruikersprofiel A:

* [functie 1]
* [functie 2]

## Gebruikersprofiel B
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Om de volledige versie van dit document te downloaden, klik hier:

<https://advisera.com/eugdpracademy/nl/documentation/toegangscontrolebeleid/>