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# Doel, toepassingsgebied en gebruikers

Het doel van dit document is om het correct en veilig functioneren van de informatie- en communicatietechnologie te waarborgen.

Gebruikers van dit document zijn werknemers van [organisatorisch eenheid voor informatie- en communicatietechnologie].

# Gerefereerde documenten

* ISO/IEC 27001 norm
* IT-Beveiligingsbeleid
* [Beleid voor Draagbare Apparaten en Telewerken]
* [Beleid voor Geclassificeerde Informatie]

# Beveiligingsprocedures

## Wijzigingsbeheer

Elke wijziging aan operationele of productiesystemen dient op de volgende manier te worden gemaakt:

1. De wijziging mag worden voorgesteld door [specificeer functies]
2. De wijziging dient te worden geautoriseerd door [functie], die de rechtvaardiging voor de organisatie en de mogelijke negatieve beveiligingsgevolgen moet beoordelen
3. De wijziging dient te worden geïmplementeerd door [functie]
4. [functie] is verantwoordelijk voor de controle dat de wijziging is geïmplementeerd in overeenstemming met bestaande eisen
5. [functie] is verantwoordelijk voor het testen en verifiëren van de stabiliteit van het systeem – het systeem kan niet eerder in productie worden gebracht alvorens een grondige test is uitgevoerd
6. implementatie van wijzigingen dient te worden gerapporteerd aan de volgende personen: [lijst van alle noodzakelijke functienamen]
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