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# Campo d’applicazione, scopo e destinatari

Scopo di questo documento è prevenire l'accesso non autorizzato ai dispositivi mobili all'interno e all'esterno delle sedi dell'organizzazione.

Destinatari di questo documento sono tutti dipendenti di [nome dell'organizzazione].

# Documenti di Riferimento

* La norma ISO/IEC 27001
* Procedure di Sicurezza IT
* [Politica di Classificazione delle Informazioni]

# Uso di apparecchiature informatiche mobili

## Introduzione

Le apparecchiature informatiche mobili comprendono tutti i tipi di computer portatili, telefoni cellulari, smartphone, schede di memoria e altre apparecchiature mobili utilizzate per la registrazione, l'elaborazione e il trasferimento di dati.

Questi apparecchi possono essere portati fuori dalla sede aziendale solo dopo aver ottenuto l'autorizzazione in conformità con la Politica di Sicurezza IT.

## Regole di base

È necessario prestare particolare attenzione quando le apparecchiature informatiche mobili sono collocate nei veicoli (comprese le auto), negli spazi pubblici, nelle camere d'albergo, nei luoghi di riunione, nei centri conferenze e in altre aree non protette al di fuori dei locali dell'organizzazione.

La persona che porta le apparecchiature informatiche mobili fuori dalla sede deve seguire le seguenti regole:

* le apparecchiature informatiche mobili che trasportano informazioni importanti, sensibili o critiche non devono essere lasciate incustodite e, se possibile, dovrebbero essere bloccate fisicamente, o devono essere usate serrature speciali per bloccare l'attrezzatura
* quando si utilizzano apparecchiature informatiche mobili in luoghi pubblici, l'utente deve assicurarsi che i dati non possano essere letti da persone non autorizzate
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