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# Campo d’applicazione, scopo e destinatari

Lo scopo di questo documento è definire delle chiare regole per l’uso del sistema informativo e di altre risorse informative all’interno di [nome dell'organizzazione].

Destinatari di questo documento sono tutti dipendenti di [nome dell'organizzazione].

# Documenti di Riferimento

* La norma ISO/IEC 27001
* [Politica di Classificazione delle Informazioni]
* [Procedure di Sicurezza per il Dipartimento di IT]

# Regole di Sicurezza di Base

## Definizioni

**Sistema informativo:** include tutti i server e i client, l'infrastruttura di rete, il software di sistema e applicativo, i dati e altri sottosistemi e componenti di computer che sono di proprietà o utilizzati dall'organizzazione o che sono sotto la responsabilità dell'organizzazione. L'uso di un sistema informativo include anche l'uso di tutti i servizi interni o esterni, come l'accesso a Internet, l'email, ecc.

**Risorse informative:** nel contesto di questa politica, il termine *risorsa informativa* viene applicato ai sistemi di informazione e ad altre informazioni / attrezzature inclusi documenti cartacei, telefoni cellulari, computer portatili, supporti di memorizzazione di dati, ecc**.**

## Utilizzo accettabile

Le risorse informative possono essere utilizzate solo per esigenze aziendali allo scopo di eseguire attività correlate all'organizzazione.

## Responsabilità per le risorse

Ogni risorsa informativa ha un proprietario designato nell'Elenco delle attività. Il proprietario della risorsa è responsabile per la riservatezza, l'integrità e la disponibilità delle informazioni nella risorsa in questione.

## Attività vietate

È vietato utilizzare le risorse informative in modo da occupare inutilmente capacità, indebolire le prestazioni del sistema informativo o rappresentare una minaccia alla sicurezza. È inoltre vietato:

* scaricare file di immagini o video che non hanno uno scopo commerciale, inviare catene di e-mail, giocare, ecc
* installare software su un computer locale senza autorizzazione esplicita da [funzione]
* utilizzare applicazioni Java, controlli Active X e altri codici mobili, tranne se autorizzato da [funzione]
* utilizzare strumenti crittografici (cifratura) su un computer locale, tranne nei casi specificati nella Politica di Classificazione delle Informazioni
* scaricare il codice del programma da un supporto esterno
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