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# Campo d’applicazione, scopo e destinatari

Scopo di questo documento è definire come [nome dell'organizzazione] manterrà il controllo sulle sue informazioni mentre si accede a tali informazioni tramite dispositivi che non sono di proprietà dell'organizzazione.

Questo documento si applica a tutti i dispositivi di proprietà personale che hanno la capacità di memorizzare, trasferire o trattare qualsiasi informazione sensibile. Questi dispositivi includono laptop, smartphone, tablet, chiavette USB, fotocamere digitali, ecc. Tali dispositivi saranno indicati come BYOD in questa politica.

Destinatari di questo documento sono tutti dipendenti di [nome dell'organizzazione].

# Documenti di Riferimento

* La norma ISO/IEC 27001
* Procedure di Sicurezza IT

# Norme di sicurezza per l’uso di BYOD

Le norme all’interno di questa politica si applicano a tutti i BYOD, siano essi utilizzati per lavoro o per uso privato o siano utilizzati all'interno o all'esterno delle sedi dell'organizzazione.

## Politica aziendale

[Nome dell’azienda] sostiene l'uso diffuso di BYOD per uso professionale, ovvero l'utilizzo di tali dispositivi per l'esecuzione di lavori per l'azienda.

I dati aziendali archiviati, trasferiti o elaborati su BYOD rimangono di proprietà dell'azienda e la società si riserva il diritto di controllare tali dati anche se non è il proprietario del dispositivo.

## Chi è autorizzato a utilizzare il BYOD e per cosa

[Funzione] creerà un elenco di funzioni e / o persone a cui è consentito utilizzare il BYOD, insieme alle applicazioni e ai database a cui è consentito l'accesso con i propri dispositivi.

[Funzione] creerà un elenco di applicazioni vietate dal BYOD.

## Quali dispositivi sono consentiti

[Funzione] creerà un elenco di dispositivi accettabili che possono essere utilizzati come BYOD, insieme alle impostazioni obbligatorie per ciascun dispositivo.

## Utilizzo accettabile

Per ogni BYOD, è obbligatorio quanto segue:

* [descrivere come deve essere effettuato il backup delle informazioni aziendali]
* [descrivere quale software di sicurezza deve essere installato - ad es. software anti-virus, prevenzione delle intrusioni, software gestionale per dispositivi mobili, ecc.]
* [descrivere il metodo di cifratura da utilizzare e per cosa]
* [descrivere il metodo di autenticazione da utilizzare]
* [descrivere il metodo sicuro di connessione alla rete aziendale]
* quando si utilizza il BYOD al di fuori dei locali dell'azienda, non deve essere lasciato incustodito e, se possibile, deve essere chiuso fisicamente
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