**Allegato – Checklist per l’Audit Interno ISO 27001 per i controlli dell’Allegato A**

\*\* VERSIONE ANTEPRIMA GRATUITA \*\*

|  |  |  |  |
| --- | --- | --- | --- |
| ID del Controllo | Requisito della norma | Conforme Sì/No | Evidenza |
| A.5.1.1 | ... |  |  |
| A.5.1.2 | Tutte le politiche per la sicurezza delle informazioni sono state riesaminate e aggiornate? |  |  |
| A.6.1.1 | ... |  |  |
| A.6.1.2 | I doveri e le responsabilità sono definiti in modo tale da evitare conflitti di interesse, in particolare con le informazioni e i sistemi in cui sono coinvolti rischi elevati? |  |  |
| A.6.1.3 | ... |  |  |
| A.6.1.4 | ... |  |  |
| A.6.1.5 | Le regole per la sicurezza delle informazioni sono incluse in ogni progetto? |  |  |
| A.6.2.1 | Esistono regole per la gestione sicura dei dispositivi mobili? |  |  |
| A.6.2.2 | ... |  |  |
| A.7.1.1 | ... |  |  |
| A.7.1.2 | Gli accordi con dipendenti e collaboratori specificano le responsabilità in materia di sicurezza delle informazioni? |  |  |
| A.7.2.1 | ... |  |  |
| A.7.2.2 | Tutti i dipendenti e gli appaltatori interessati sono addestrati a svolgere le proprie mansioni di sicurezza ed esistono dei programmi di sensibilizzazione? |  |  |
| A.7.2.3 | ... |  |  |
| A.7.3.1 | Le responsabilità in materia di sicurezza delle informazioni rimangono valide dopo la cessazione del rapporto di lavoro definita nel contratto? |  |  |
| A.8.1.1 | ... |  |  |
| A.8.1.2 | ... |  |  |
| A.8.1.3 | Le regole per la corretta gestione delle informazioni e delle risorse sono documentate? |  |  |
| A.8.1.4 | ... |  |  |
| A.8.2.1 | Le informazioni sono classificate secondo criteri specifici? |  |  |
| A.8.2.2 | ... |  |  |

\*\* FINE DELL’ANTEPRIMA GRATUITA \*\*

Per scaricare la versione completa di questo documento, clicca qui:  
<https://advisera.com/eugdpracademy/it/documentation/checklist-per-laudit-interno-iso-27001/>