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# Campo d’applicazione, scopo e destinatari

Scopo di questo documento è definire delle regole per l’accesso ai vari sistemi, attrezzature, strutture e informazioni, sulla base dei requisiti aziendali e di sicurezza per l’accesso.

Destinatari di questo documento sono tutti dipendenti di [nome dell'organizzazione].

# Documenti di Riferimento

* La norma ISO/IEC 27001
* Procedure di Sicurezza IT
* [Politica di Classificazione dell’Informazione]

# Controllo dell’Accesso

## Introduzione

Il principio di base è che l'accesso a tutti i sistemi, reti, servizi e informazioni è vietato, a meno che non sia espressamente consentito a singoli utenti o gruppi di utenti. Ci dovrebbe essere una procedura di registrazione utente per ogni sistema e servizio.

È consentito l'accesso a tutte le aree fisiche dell'organizzazione, ad eccezione delle aree per le quali il privilegio deve essere concesso dalla persona autorizzata (vedi sezione "Gestione deibprivilegi").

Questa politica specifica le regole per l'accesso a sistemi, servizi e strutture, mentre la [Politica di Classificazione delle Informazioni] definisce le regole per l'accesso a singoli documenti e registri.

## Profilo Utente A

Il profilo utente A ha i seguenti diritti di accesso:

|  |  |
| --- | --- |
| ***Nome del sistema / rete / servizio*** | ***Diritti dell’utente*** |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |

Le seguenti funzioni hanno diritti di accesso al Profilo Utente A:

* [funzione 1]
* [funzione 2]

## Profilo Utente B

Il profilo utente B ha i seguenti diritti di accesso:
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