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# Objetivo, alcance y usuarios

El objetivo del presente documento es garantizar que se proteja la información en un nivel adecuado.

Este documento se aplica a todos los tipos de información, independientemente del formato, ya sean documentos en papel o electrónicos, aplicaciones y bases de datos, conocimiento de las personas, etc.

Los usuarios de este documento son todos los empleados de [nombre de la organización].

# Documentos de referencia

* Norma ISO/IEC 27001
* Política de Seguridad de TI
* [Procedimientos de Seguridad del Departamento de TI]

# Información clasificada

## Pasos y responsabilidades

Los pasos y responsabilidades para la gestión de la información son los siguientes:

|  |  |
| --- | --- |
| ***Nombre del paso*** | ***Responsabilidad*** |
| 1. Ingreso del activo de información en el Inventario de activos | [cargo] |
| 2. Clasificación de la información | Propietario del activo |
| 3. Etiquetado de la información | Propietario del activo |
| 4. Manejo de la información | Personas que poseen derechos de acceso de acuerdo con esta Política |

Si la información clasificada proviene de afuera de la organización, el [cargo] es el responsable de su clasificación según las reglas establecidas en esta Política, y esta persona se convierte en el propietario de ese activo de información.

## Clasificación de la información

### Criterios de clasificación

El nivel de confidencialidad se determina de acuerdo a los siguientes criterios:

* Valor de la información: según los impactos evaluados durante la evaluación de riesgos.
* Sensibilidad y grado crítico de la información: según el mayor riesgo calculado para cada elemento de información durante la evaluación de riesgos.
* Obligaciones legales y contractuales

### Niveles de confidencialidad

Toda la información debe ser clasificada en niveles de confidencialidad.
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