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# Propósito, alcance y usuarios

Esta metodología respalda la evaluación de impacto de protección de datos (EIPD) en todos los departamentos comerciales de [nombre de la empresa] (en adelante: la “Empresa”).

Esta metodología describe la EIPD y sus pasos, y proporciona los criterios de evaluación solicitados así como ejemplos de referencia.

Los usuarios de este documento son el delegado de protección de datos, y las personas responsables de las actividades de protección de datos.

# Documentos de referencia

* RGPD UE Artículo 35
* RGPD UE citas 75, 84, 89, 90, 91, 92, 93
* Directrices del Grupo de Trabajo sobre la evaluación del impacto de protección de datos (EIPD) y la determinación de si el tratamiento "puede dar lugar a un riesgo elevado" a los efectos del Reglamento 2016/679

# Definiciones

Las siguientes definiciones de términos utilizados en este documento provienen del Artículo 4 del Reglamento General de Protección de Datos de la Unión Europea:

**Datos personales**: Toda información sobre una persona física identificada o identificable («el interesado»). Se considera una persona física identificable toda persona cuya identidad pueda determinarse, directa o indirectamente, en particular mediante un identificador, como por ejemplo un nombre, un número de identificación, datos de localización, y otra información identificable, o uno o varios elementos propios de la identidad física, fisiológica, genética, psíquica, económica, cultural o social de dicha persona, y otra información relevante. Los datos personales incluyen la dirección de correo electrónica de la persona física, el número de teléfono, aspectos biométricos (como la huella), localización, dirección de IP, información de la salud, creencias religiosas, número de la seguridad social y estado civil.

**Datos personales sensibles**:Datos personales que revelan origen racial o étnico, opiniones políticas, creencias religiosas o filosóficas, o afiliación sindical, y el tratamiento de datos genéticos o datos biométricos con el único fin de identificar a una persona física, datos sobre salud o datos sobre el sexo de una persona natural vida u orientación sexual.

**Información de contacto comercial:** Significa el nombre de una persona, nombre o título del puesto, número de teléfono comercial, dirección comercial, dirección de correo electrónico comercial o número de fax comercial y cualquier otra información similar sobre la persona, no proporcionada por la persona únicamente para sus fines personales.

**Evaluación de impacto de protección de datos (EIPD):** Un proceso diseñado para describir las actividades de tratamiento, evaluar la necesidad y la proporcionalidad de un tratamiento, y ayudar a gestionar los riesgos de los derechos y libertades de las personas físicas que resultan del tratamiento de datos personales.
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