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# Propósito, alcance y usuarios

Esta política regula la gestión de datos personales relacionados con los empleados de [nombre de la empresa] (“la Empresa”), y proporciona reglas y procedimientos que son aplicables a todos los departamentos y personas físicas dentro de la Empresa, con el objetivo de garantizar que los datos personales de los empleados sean tratados y protegidos adecuadamente en todos los países y regiones.

Esta política se aplica al tratamiento de los datos personales de los empleados de todos los departamentos y personas físicas dentro de la Empresas, en todos los países y regiones.

La "Empresa" se refiere a [nombre de la empresa] y todas las filiales en propiedad absoluta controladas directa o indirectamente por ella; pero excluye a las empresas conjuntas.

Los usuarios de este documento don todos los empleados de la Empresa

# Documentos de referencia

* El RGPD EU 2016/679 (Reglamento (EU) 2016/679 del Parlamento Europeo y del Consejo del 27 de abril de 2016 relativo a la protección de las personas físicas en lo que respecta al tratamiento de datos personales y a la libre circulación de estos datos y por el que se deroga la Directiva 95/46/CE)
* [legislación nacional o reglamento pertinente para la implementación del RGPD]
* [otras leyes y reglamentos locales]
* Política de protección de datos personales
* Política de retención de datos
* Política de violación de seguridad de datos
* Política de transferencia transfronteriza de datos
* Procedimiento de violación de seguridad de datos

# Definiciones

Las siguientes definiciones de términos utilizados en este documento provienen del Artículo 4 del Reglamento General de Protección de Datos de la Unión Europea:

## Datos personales

Toda información sobre una persona física identificada o identificable, directa o indirectamente, en particular mediante un identificador, como por ejemplo un nombre, un número de identificación, datos de localización, un identificador en línea o uno o varios elementos propios de la identidad física, fisiológica, genética, psíquica, económica, cultural o social de una persona física. Datos personales incluye la dirección de correo electrónico de una persona física, número de teléfono, información biométrica (como huella dactilar), datos de ubicación, dirección IP, información de atención médica, creencias religiosas, número de seguro social, estado civil, etcétera.

## Datos personales sensibles

Datos personales que son particularmente sensibles en relación con los derechos y las libertades fundamentales, ya que la divulgación de dichos datos podría ocasionar daños físicos, pérdidas financieras, daños a la reputación, robo de identidad o fraude o discriminación, etc.
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