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# Purpose, scope and users

The purpose of this document is to define which controls (safeguards) are appropriate to be implemented in [organization name], the objectives of these controls and how they are implemented, as well as to approve residual risks and formally approve the implementation of said controls.

This document includes all controls listed in Annex A of the ISO 27001 standard. Controls are applicable to the entire Information Security Management System (ISMS) scope and all personal data processing activities.

Users of this document are all employees of [organization name] who have a role in the ISMS.

# Reference documents

* ISO/IEC 27001 standard, clause 6.1.3 d)
* Information Security Policy
* Risk Assessment and Risk Treatment Methodology
* Risk Assessment and Risk Treatment Report
* DPIA Register

# Applicability of controls

The following controls from ISO 27001 Annex A are applicable:

| ID | Controls according to ISO/IEC 27001 | … | Justification for selection/ non-selection | … | … | Status |
| --- | --- | --- | --- | --- | --- | --- |
| A.5.1 | … |  |  |  | … |  |
| A.5.2 | Information security roles and responsibilities |  |  |  | … |  |
| A.5.3 | Segregation of duties |  |  |  | … |  |
| A.5.4 | … |  |  |  | … |  |
| A.5.5 | … |  |  |  | … |  |
| A.5.6 | Contact with special interest groups |  |  |  | … |  |
| A.8.32 | Change management | … |  |  | [Security Procedures for IT Department] / [Change Management Policy], [Secure Development Policy] |  |
| A.8.33 | Test information |  |  |  | [Secure Development Policy] |  |
| A.8.34 | Protection of information systems during audit testing |  |  |  | [Internal Audit Procedure] |  |
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