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# Purpose, scope and users

The purpose of this document is to define clear rules for the use of the information system and other information assets in [organization name].

Users of this document are all employees of [organization name].

# Reference documents

* ISO/IEC 27001 standard
* [Information Classification Policy]
* [Security Procedures for the IT Department]

# Basic Security Rules

## Definitions

**Information system** – includes all servers and clients, network infrastructure, system and application software, data, and other computer subsystems and components which are owned or used by the organization or which are under the organization's responsibility. The use of an information system also includes the use of all internal or external services, such as Internet access, e-mail, etc.

**Information assets** – in the context of this Policy, the term *information assets* is applied to information systems and other information/equipment including paper documents, mobile phones, portable computers, data storage media, etc.

## Acceptable use

Information assets may be used only for business needs with the purpose of executing organization-related tasks.

## Responsibility for assets

Each information asset has an owner designated in the Inventory of Assets. The asset owner is responsible for the confidentiality, integrity and availability of information in the asset in question.

## Prohibited activities

It is prohibited to use information assets in a manner that unnecessarily takes up capacity, weakens the performance of the information system or poses a security threat. It is also prohibited:

* to download image or video files which do not have a business purpose, send e-mail chain letters, play games, etc.
* to install software on a local computer without explicit permission by [job title]
* to use Java applications, Active X controls and other mobile code, except when authorized by [job title]
* to use cryptographic tools (encryption) on a local computer, except in the cases specified in the Information Classification Policy
* to download program code from external media
* to install or use peripheral devices such as modems, memory cards or other devices for storing and reading data (e.g. USB flash drives) without explicit permission by [job title]; use in accordance with the Information Classification Policy is allowed
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