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# Purpose, scope and users

This methodology supports the Data Protection Impact Assessment (DPIA) in all business departments of [Company Name] (further: the “Company”).

This methodology describes the DPIA method and steps, and provides the required assessment criteria and reference examples.

The users of this document are Data Protection Officer, and the responsible persons in data protection activities.

# Reference documents

* EU GDPR Article 35
* EU GDPR recitals 75, 84, 89, 90, 91, 92, 93
* Article 29 Working Party Guidelines on Data Protection Impact Assessment (DPIA) and determining whether processing is “likely to result in a high risk” for the purposes of Regulation 2016/679

# Definitions

The following definitions of terms used in this document are drawn from Article 4 of the European Union’s General Data Protection Regulation:

**Personal data**: Any information relating to an identified or identifiable natural person ("data subject"). An identifiable person is a natural person who can be identified, directly or indirectly, by reference to such information as name, ID card number, location, and other identifiable information, or one or more factors specific to the person's physical, physiological, mental, economic, cultural, or social identity, and other relevant information. Personal data includes a natural person's email address, telephone number, biometric features (such as fingerprint), location, IP address, health information, religious belief, social security number, and marital status.

**Sensitive personal data**:Personal data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, or trade union membership, and the processing of genetic data or biometric data for the purpose of uniquely identifying a natural person, data concerning health or data concerning a natural person’s sex life or sexual orientation.
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