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# Purpose, scope and users

The purpose of this document is to define basic rules for secure development of software and systems.

This document is applied to development and maintenance of all services, architecture, software and systems that are part of the Information Security Management System (ISMS) and/or the personal data processing activities.

Users of this document are all employees who work on development and maintenance in [organization name].

# Reference documents

* ISO/IEC 27001 standard, clauses A.5.33, A.8.11, A.8.25, A.8.26, A.8.27, A.8.28, A.8.29, A.8.30, A.8.31, A.8.32, and A.8.33
* EU GDPR Article 32
* Risk Assessment and Risk Treatment Methodology
* Supplier Security Policy
* [Change Management Policy]/[Security Procedures for IT Department]
* Training and Awareness Plan

# Secure development and maintenance

## Risk assessment for the development process

In addition to the risk assessment performed according to the Risk Assessment and Risk Treatment Methodology, [job title] must periodically perform the assessment of the following:

* the risks related to unauthorized access to the development environment
* the risks related to unauthorized changes to the development environment
* technical vulnerabilities of the IT systems used in the organization
* the risks a new technology might bring if used in the organization
* the risks a new development methodology and/or programming language might bring if used in the organization
* the risks related to licensing requirements

## Securing the development environment

[Identify internal as well as external requirements; describe here how access to the development environment will be restricted only to authorized employees, how it will be separated from the testing and production environment, how the backups are made.]

## Principles for engineering secure systems

[Job title] will issue procedures for engineering secure information systems, both for the development of new systems and for the maintenance of the existing systems, as well as set the minimum security standards that must be complied with.
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