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# Purpose, Scope and Users

This Policy regulates the management of Personal Data relating to the employees of [company name] (“The Company”), and provides rules and procedures which apply to all departments and individuals within the Company, aimed at ensuring that employee Personal Data is processed and protected properly in all countries and regions.

This Policy applies to the Processing of employee Personal Data by any department or individual within the Company, in all countries and regions.

"Company" refers to [company name] and all wholly-owned subsidiaries directly or indirectly controlled by it; but excludes joint venture companies.

The users of this document are all employees of The Company.

# Reference documents

* EU GDPR 2016/679 (Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC)
* [relevant national law or regulation for GDPR implementation]
* [other local laws and regulations]
* Personal Data Protection Policy
* Data Retention Policy
* Data Breach Policy
* Cross Border Data Transfer Policy
* Data Breach Procedure

# Definitions

The following definitions of terms used in this document are drawn from Article 4 of the European Union’s General Data Protection Regulation:

## Personal Data

Any information relating to an identified or identifiable natural person who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier, or to one or more factors specific to the physical, physiological, mental, economic, cultural, or social identity of that natural person. Personal Data includes a natural person's email address, telephone number, biometric information (such as fingerprint), location data, IP address, health care information, religious beliefs, Social Security number, marital status, et cetera.

## Sensitive Personal Data

Particularly sensitive in relation to fundamental rights and freedoms, where disclosure of such data could lead to physical damage, financial loss, damage to the reputation, identity theft or fraud or discrimination etc. Sensitive personal data usually includes but not limited to personal data revealing racial or ethnic origin, political opinion, religious or philosophical belief, or trade union membership, as well as genetic data, biometric data (fingerprint) for the purpose of uniquely identifying a natural person, and data concerning a natural person's health, sex life or sexual orientation.
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