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# Zweck, Anwendungsbereich und Anwender

Der Zweck dieses Dokuments ist die Festlegung der Methodik für die Einschätzung und die Behandlung von Informationsrisiken bei [Name der Organisation]. Ebenso dient es der Festlegung von akzeptablen Risikoniveaus entsprechend der ISO/IEC 27001 Norm.

Risikoeinschätzung und Risikobehandlung gilt für den gesamten Anwendungsbereich des Informationssicherheits-Managementsystems (ISMS), so z.B. für alle Werte, einschließlich personenbezogener Daten, die in der Organisation genutzt werden oder die eine Auswirkung auf die Informationssicherheit im Rahmen des ISMS haben könnten.

Anwender dieses Dokuments sind alle Mitarbeiter von [Name der Organisation] die mit Risikoeinschätzung und Risikobehandlung befasst sind.

# Referenzdokumente

* ISO/IEC 27001 Norm, Abschnitte 6.1.2, 6.1.8, 8.2 und 8.3
* Informationssicherheitspolitik
* Liste rechtlicher, amtlicher, vertraglicher und anderer Anforderungen
* Sicherheitspolitik für Lieferanten
* Erklärung zur Anwendbarkeit

# Methodik zur Risikoeinschätzung und Risikobehandlung

## Risikoeinschätzung

### Der Prozess

Die Risikoeinschätzung wird auf Basis des Verzeichnisses zur Risikoeinschätzung durchgeführt. Der Prozess der Risikoeinschätzung wird von [Stellenbezeichnung] koordiniert. Die Identifizierung von Bedrohungen und Schwachstellen wird von den jeweiligen Eigentümern der durchgeführt, während die Einschätzung von Auswirkungen und Wahrscheinlichkeit von den jeweiligen Risiko-Eigentümern durchgeführt wird.

### Werte, Schwachstellen und Bedrohungen

Der erste Schritt bei der Risikoeinschätzung ist die Identifikation aller Werte im Rahmen des ISMS Anwendungsbereichs; also z.B. aller Werte, die Auswirkung auf die Vertraulichkeit, Integrität und Verfügbarkeit von Information in der Organisation haben. Werte können Dokumente in Papierform oder elektronischer Form, Anwendungen und Datenbanken, Personen, ITK Gerätschaften, Infrastruktur und externe Services/ausgegliederte Prozesse sein. Bei der Identifikation von Werten ist es ebenso notwendig, deren „Eigentümer“ zu identifizieren, also die Personen oder Organisationseinheiten, die für den jeweiligen Wert verantwortlich sind.

Im nächsten Schritt werden alle Bedrohungen und Schwachstellen identifiziert, die dem jeweiligen Wert zuordenbar sind. Bedrohungen und Schwachstellen werden auf Basis der im Verzeichnis zur Risikoeinschätzung enthaltenen Kataloge identifiziert. Jeder Wert kann mit verschiedenen Bedrohungen verbunden sein und jede Bedrohung kann mit verschiedenen Schwachstellen zusammenhängen.

### Festlegung der Risiko-Eigentümer

Für jedes Risiko muss ein Risiko-Eigentümer identifiziert werden, also eine Person oder Organisationseinheit, die für das jeweilige Risiko verantwortlich ist. Diese Person kann die gleiche sein wie der Eigentümer des Wertes; oder auch nicht.
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