**Anhang – ISO 27001 Interne Audit Checkliste für Anhang A Kontrollen**

\*\* KOSTENLOSE VORSCHAU \*\*

|  |  |  |  |
| --- | --- | --- | --- |
| Kontrollen- Kennz. | Anforderungen der Norm | Einhaltung Ja/Nein | Nachweis |
| A.5.1.1 | ... |  |  |
| A.5.1.2 | Wurden alle Politiken der Informationssicherheit überprüft und aktualisiert? |  |  |
| A.6.1.1 | Wurden alle Verantwortlichkeiten für die Informationssicherheit durch ein oder mehrere Dokumente klar definiert? |  |  |
| A.6.1.2 | ... |  |  |
| A.6.1.3 | Wurde klar definiert, wer mit welchen Behörden in Kontakt treten soll? |  |  |
| A.6.1.4 | ... |  |  |
| A.6.1.5 | Sind Informationssicherheitsregeln in jedem Projekt enthalten? |  |  |
| A.6.2.1 | Gibt es Regeln für den sicheren Umgang mit mobilen Geräten? |  |  |
| A.6.2.2 | ... |  |  |
| A.7.1.1 | ... |  |  |
| A.7.1.2 | Definieren die Vereinbarungen mit Arbeitnehmern und Auftragnehmern die Verantwortlichkeiten bezüglich der Informationssicherheit? |  |  |
| A.7.2.1 | ... |  |  |
| A.7.2.2 | Werden alle relevanten Mitarbeiter und Auftragnehmer geschult, damit sie ihre Sicherheitsaufgaben erfüllen können und bestehen Bewusstseinsförderungsprogramme? |  |  |
| A.7.2.3 | ... |  |  |
| A.7.3.1 | ... |  |  |
| A.8.1.1 | Wurde ein Verzeichnis von Ressourcen erstellt? |  |  |
| A.8.1.2 | Wurde für jede Ressource, die im Ressourcenverzeichnis angeführt ist, ein Eigentümer ernannt? |  |  |
| A.8.1.3 | ... |  |  |

\*\* ENDE DER KOSTENLOSEN VORSCHAU \*\*

Um dieses Dokument vollständig herunterzuladen, klicken Sie bitte hier:  
<https://advisera.com/eugdpracademy/de/documentation/iso-27001-interne-audit-checkliste/>