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# Zweck, Anwendungsbereich und Nutzer

Dieses Verfahren enthält allgemeine Grundsätze und Vorgehensmodelle, um auf Datenschutzverletzungen personenbezogene Daten (eine "Verletzung des Schutzes personenbezogener Daten") in einem oder beiden der folgenden Fälle zu reagieren und diese zu mindern:

* Personenbezogene Daten identifizieren betroffene Personen, die in den Mitgliedstaaten der Europäischen Union (EU) und in Ländern des Europäischen Wirtschaftsraums (EWR) ansässig sind, unabhängig davon, wo diese Daten in der Welt verarbeitet werden; und
* Die personenbezogenen Daten werden in der EU und / oder im EWR verarbeitet, unabhängig davon, wo sich das Aufenthaltsland der betroffenen Person befindet.

Dieses Verfahren gilt auch für andere Sicherheitsvorfälle.

Das Verfahren legt die allgemeinen Grundsätze und Maßnahmen für das erfolgreiche Management der Reaktion auf eine Datenschutzverletzung sowie die Erfüllung der Verpflichtungen fest, die eine Meldung an die Aufsichtsbehörde und Einzelpersonen gemäß der DSGVO der EU erfordert.

Alle Mitarbeiter/Personal, Auftragnehmer oder Zeitarbeitnehmer/-personal sowie Dritte, die im Namen von [Bezeichnung des Unternehmens] ("Unternehmen") arbeiten oder handeln, müssen sich im Falle einer Datenschutzverletzung personenbezogener Daten, oder anderer Sicherheitsschwäche oder -vorfall, dieses Verfahrens bewusst sein und es befolgen.

# Referenzdokumente

* EU DSGVO 2016/679 (Verordnung (EU) 2016/679 des Europäischen Parlaments und des Rates vom 27.April 2016 zum Schutz natürlicher Personen bei der Verarbeitung personenbezogener Daten, zum freien Datenverkehr und zur Aufhebung der Richtlinie 95/46/EC)
* ISO/IEC 27001 Norm, Abschnitte A.7.2.3, A.16.1.1, A.16.1.2, A.16.1.3, A.16.1.4, A.16.1.5, A.16.1.6, A.16.1.7
* Informationssicherheitspolitik
* [Liste gesetzlicher, amtlicher, vertraglicher und anderer Anforderungen]
* Politik des Schutzes personenbezogener Daten

# Definitionen

Die folgenden Definitionen der in diesem Dokument verwendeten Begriffe stammen aus Artikel 4 der Datenschutz-Grundverordnung der Europäischen Union (DSGVO):

**“Personenbezogene Daten”** bezieht sich auf alle Informationen, die sich auf eine identifizierte oder identifizierbare natürliche Person ("betroffene Person") beziehen, die direkt oder indirekt, insbesondere mittels Zuordnung zu einer Kennung wie einem Namen, zu einer Kennnummer, zu Standortdaten, zu einer Online-Kennung oder zu einem oder mehreren besonderen Merkmalen, die Ausdruck der physischen, physiologischen, genetischen, psychologischen, wirtschaftlichen, kulturellen oder sozialen Identität dieser natürlichen Person sind, identifiziert werden kann.
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