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# 

# Zweck, Anwendungsbereich und Nutzer

[Bezeichnung des Unternehmens], nachstehend bezeichnet als “Unternehmen” strebt die Einhaltung anwendbarer Gesetze und Verordnungen bezüglich personenbezogenem Datenschutz in Ländern an, in denen das Unternehmen tätig ist. Diese Politik legt die Grundprinzipien dar, die das Unternehmen bei der Verarbeitung personenbezogener Daten von Verbrauchern, Kunden, Zulieferern, Geschäftspartnern, Arbeitnehmern und anderer Personen befolgt und zeigt die Verantwortlichkeiten seiner Geschäftsabteilungen und Arbeitnehmern während der Verarbeitung personenbezogener Daten an.

Diese Politik betrifft das Unternehmen und seine direkt oder indirekt hundertprozentig kontrollierten Tochterunternehmen, die im Europäischen Wirtschaftsraum (EWR) Geschäfte führen oder innerhalb des EWR personenbezogene Daten betroffener Personen verarbeiten.

Die Nutzer dieses Dokumentes sind alle Arbeitnehmer, fest angestellt oder vorübergehend beschäftigt und alle Auftragnehmer, die im Auftrag des Unternehmens tätig sind.

# Referenzdokumente

* EU DSGVO 2016/679 (Verordnung (EU) 2016/679 des Europäischen Parlaments und des Rates vom 27.April 2016 zum Schutz natürlicher Personen bei der Verarbeitung personenbezogener Daten, zum freien Datenverkehr und zur Aufhebung der Richtlinie 95/46/EC)
* [relevantes nationales Gesetz oder Verordnung bezüglich der DSGVO Umsetzung]
* [andere örtlichen Gesetze und Vorschriften]
* Informationssicherheitspolitik
* Politik des Schutzes personenbezogener Daten von Arbeitnehmern
* Politik der Datenspeicherung
* Arbeitsbeschreibung des Datenschutzbeauftragten
* Richtlinien für das Datenverzeichnis und die Zuordnung der Verarbeitungstätigkeiten
* Verfahren des Zugangsersuchens betroffener Personen
* Methodik der Datenschutz-Folgenabschätzung
* Verfahren der grenzüberschreitenden personenbezogenen Datenübertragung
* [Richtlinien der Informationssicherheit]
* Reaktion auf eine Datenschutzverletzung und Meldeverfahren

# Definitionen

Die folgenden Definitionen der Ausdrücke, die in diesem Dokument verwendet werden, entstammen Artikel 4 der Datenschutz-Grundverordnung der Europäischen Union:

**Personenbezogene Daten:** Alle Informationen, die sich auf eine identifizierte oder identifizierbare natürliche Person ("**betroffene Person**") beziehen, die direkt oder indirekt, insbesondere mittels Zuordnung zu einer Kennung wie einem Namen, zu einer Kennnummer, zu Standortdaten, zu einer Online-Kennung oder zu einem oder mehreren besonderen Merkmalen, die Ausdruck der physischen, physiologischen, genetischen, psychologischen, wirtschaftlichen, kulturellen oder sozialen Identität dieser natürlichen Person sind, identifiziert werden kann.

**Sensible personenbezogene Daten:** Personenbezogene Daten, die von Natur aus, besonders sensibel bezüglich der Grundrechte und Freiheiten sind, verdienen es besonders geschützt zu werden, da die Umstände ihrer Verarbeitung erhebliche Risiken für die Grundrechte und Freiheiten schaffen könnten. Diese personenbezogenen Daten umfassen personenbezogene Daten, aus denen die rassische und ethnische Herkunft, politische Meinungen, religiöse oder weltanschauliche Überzeugungen oder die Gewerkschaftsmitgliedschaft hervorgehen, sowie die Verarbeitung von genetischen Daten, biometrischen Daten zur eindeutigen Identifizierung einer natürlichen Person, Gesundheitsdaten oder Daten zum Sexualleben oder der sexuellen Orientierung einer natürlichen Person.
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