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# Zweck, Anwendungsbereich und Anwender

Der Zweck dieses Dokuments ist die Festlegung von Regelungen für den Zugang zu verschiedenen Systemen, Gerätschaften, Einrichtungen und Informationen auf Basis der geschäftlichen und Sicherheitsanforderungen an den Zugang.

Dieses Dokument gilt für den gesamten Anwendungsbereich des Informationssicherheits-Managementsystems (ISMS) und für alle Verarbeitungstätigkeiten personenbezogener Daten.

Anwender dieses Dokuments sind alle Mitarbeiter von [Name der Organisation].

# Referenzdokumente

* ISO/IEC 27001 Norm, Abschnitte A.9.1.1, A.9.1.2, A.9.2.1, A.9.2.2, A.9.2.3, A.9.2.4, A.9.2.5, A.9.2.6, A.9.3.1, A.9.4.1, A.9.4.3
* EU DSGVO Artikel 32
* Informationssicherheitspolitik
* Erklärung zur Anwendbarkeit
* [Richtlinie zur Klassifizierung von Informationen]
* [Erklärung zur Akzeptanz von ISMS-Dokumenten]
* [Liste gesetzlicher, amtlicher, vertraglicher und anderer Anforderungen]

# Zugangssteuerung

## Einleitung

Das Grundprinzip besteht darin, dass der Zugang zu allen Systemen, Netzwerken, Diensten und Informationen verboten ist, solange er nicht einzelnen Benutzern oder Benutzergruppen ausdrücklich erlaubt wird. Es sollte ein Verfahren für die Registrierung von Benutzern für jedes System und jeden Dienst geben.

Der Zugang zu allen physischen Bereichen der Organisation ist erlaubt, ausgenommen zu Bereichen, für die Sonderrechte durch einen hierzu Berechtigten erteilt werden müssen (Punkt „Verwaltung von Sonderrechten“).

Vorliegende Richtlinie spezifiziert Regelungen für den Zugang zu Systemen, Diensten und Einrichtungen. In der [Richtlinie zur Klassifizierung von Informationen] sind dagegen die Regeln für den Zugang zu individuellen Dokumenten und Aufzeichnungen festgelegt.

## Benutzer-Profil A

Benutzer-Profil A besitzt die folgenden Zugangsberechtigungen:

|  |  |
| --- | --- |
| ***Name des Systems / Netzwerks / Service*** | ***Benutzerberechtigungen*** |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
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Um dieses Dokument vollständig herunterzuladen, klicken Sie bitte hier:  
<https://advisera.com/eugdpracademy/de/documentation/zugangssteuerungsrichtlinie/>