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# Zweck, Anwendungsbereich und Anwender

Der Zweck dieses Dokuments ist es, zu definieren, wie [Name der Organisation] die Kontrolle über organisationseigene Informationen behält, während solche Informationen über Geräte abgerufen werden, welche nicht das Eigentum der Organisation sind.

Dieses Dokument bezieht sich daher auf alle persönlichen Geräte, welche die Fähigkeit zur Speicherung, Übertragung oder Bearbeitung jeglicher sensibler Daten besitzen. Zu diesen Geräten zählen unter anderem Laptop-Computer, Smartphones, Tablet-Computer, USB-Memorysticks, Digitalkameras, usw., welche im Rahmen dieser Richtlinie kollektiv als BYOD (Bring Your Own Device = Bringe Dein Eigenes Gerät (mit)) bezeichnet werden.

Anwender dieses Dokuments sind alle Beschäftigten von [Name der Organisation].

# Referenzdokumente

* ISO/IEC 27001 Norm
* IT Sicherheitspolitik

# Sicherheitsregeln zur Nutzung von BYOD

Die in dieser Richtlinie aufgestellten Regeln gelten für alle BYOD, und gleichgültig ob sie für Arbeitszwecke oder private Zwecke benutzt oder ob sie innerhalb oder außerhalb der Liegenschaften der Organisation betrieben werden.

## Unternehmensrichtlinie

[Name der Organisation] unterstützt die umfassende Nutzung von BYOD für Arbeitszwecke, d.h. die Nutzung solcher Geräte zur Durchführung von Arbeit für die Firma.

Die Daten, die auf BOYD gespeichert, mittels BYOD übertragen oder verarbeitet werden, verbleiben jedoch das alleinige Eigentum der Firma, und obwohl die Firma nicht der Eigentümer des jeweiligen BYOD ist, so behält sie sich dennoch das Recht zur Lenkung dieser Daten vor.

\*\* ENDE DER KOSTENLOSEN VORSCHAU \*\*

Um dieses Dokument vollständig herunterzuladen, klicken Sie bitte hier:  
<https://advisera.com/eugdpracademy/de/documentation/bring-your-own-device-byod-politik/>