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# Svrha, područje primjene i korisnici

Svrha je ovog dokumenta propisati pravila za odnose s dobavljačima i partnerima, uključujući pružatelje usluga u oblaku.

Ovaj se dokument primjenjuje na sve dobavljače i partnere koji imaju mogućnost utjecati na povjerljivost, integritet i dostupnost osjetljivih podataka u vlasništvu [naziv organizacije].

Korisnici su ovog dokumenta top menadžment i osobe odgovorne za dobavljače i partnere u [naziv organizacije].

# Referentni dokumenti

* Norma ISO/IEC 27001, mjere A.5.7, A.5.11, A.5.19, A.5.20, A.5.21, A.5.22, A.5.23, A.6.1, A.6.2, A.6.3 i A.8.30
* Metodologija za procjenu i obradu rizika
* Izvješće o procjeni i obradi rizika
* Politika kontrole pristupa
* Izjava o povjerljivosti

# Odnos s dobavljačima i partnerima

## Određivanje rizika

Sigurnosni rizici koji se odnose na dobavljače i partnere, uključujući pružatelje usluga u oblaku, određuju se tijekom procesa procjene rizika, utvrđenog u Metodologiji za procjenu i obradu rizika. Tijekom procjene rizika posebnu pozornost treba posvetiti određivanju rizika vezanih uz informacijsku i komunikacijsku tehnologiju, kao i rizika vezanih uz lanac nabave proizvoda.

[Naziv radnog mjesta] odlučuje postoji li potreba dodatno procijeniti rizike vezane uz pojedine dobavljače ili partnere.

## Provjera u pozadini

[Naziv radnog mjesta] odlučuje postoji li potreba, u pozadini, izvršiti provjeru podobnosti za pojedine dobavljače i partnere i ako jeste – koje se metode moraju koristiti.

## Ugovori

[Naziv radnog mjesta] je odgovoran za odlučivanje koje će sigurnosne klauzule biti uključene u ugovor s dobavljačem ili partnerom. Takva odluka mora se temeljiti na rezultatima procjene i obrade rizika.

Sljedeće su klauzule obvezne u ugovorima s dobavljačima:

* čuvanje povjerljivosti podataka
* povrat informacijskih resursa nakon raskida ugovora
* način prijenosa informacija o prijetnjama između dobavljača i kupca
* osiguravanje pouzdane isporuke proizvoda i usluga, što je osobito važno kod pružatelja usluga u oblaku.

Popis predloženih klauzula nalazi se u dokumentu Sigurnosne klauzule za dobavljače i partnere.

[Naziv radnog mjesta] će odlučiti hoće li pojedinačni zaposlenici dobavljača/partnera morati potpisati Izjave o povjerljivosti za vrijeme dok rade za [naziv organizacije].

[Naziv radnog mjesta] odlučuje tko će biti vlasnik ugovora za svaki ugovor – tj. tko će biti odgovoran za određenog dobavljača ili partnera.

## Obučavanje i osvješćivanje

…

**\* ZAVRŠETAK OGLEDNOG PREDLOŠKA \***

(Kako biste pristupili potpunoj verziji dokumenta molimo Vas da kupite ISO 27001 i ISO 22301 Premium paket dokumentacije   
<https://advisera.com/27001academy/hr/iso-27001-iso-22301-premium-paket-dokumentacije/>)