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1. Purpose, scope and users

The purpose of this procedure is to describe all activities related to the initiation, implementation
and keeping of records of corrections, as well as corrective actions.

This procedure is applied to all activities implemented in the Information Security Management
System (ISMS) [Business Continuity Management System (BCMS)].

Users of this document are all employees of [organization name].

2. Reference documents

e |ISO/IEC 27001 standard, clause 10.1 and A.5.27
e |SO 22301 standard, clause 10.1

e |nformation Security Policy

e Business Continuity Policy

e Internal Audit Procedure

e Incident Management Procedure

3. Corrections and corrective actions

nonconformity he/she must forward information about that nonconformity to a responsible person,
who must make a correction.

3.2. Corrective actions

nonconformity and dealing with direct consequences.

Corrective action may be initiated by any employee or (where appropriate) client, supplier or
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Corrective action is implemented in the following way:

— NN\

Step — ——— AR ——
1. Reviewing the nonconformity (Commented [2700114]: Or BCMS. )
2
3.
exists nonconformity has been identified
4.
the nonconformity nonconformity has been identified
5:
to ensure that nonconformities do not recur
6. Implementation of planned actions
Z. [job title] Commented [2700115]:
nonconformity
8.
9. Making changes to the ISMS, if necessary Person who is in charge of coordinating the ISMS (Commented [2700116]: Or BCMS.
C d [2700117]: E.g. Security Officer or Business
Continuity Coordinator.
(ccommented [2700118]: or BCws.
Commented [2700119]:
4. Managing records kept on the basis of this document
Record name Storage location Person Control for record Retention
responsible for protection time
storage
Corrective action '[name of filing [job title] After all data has been | 3 years [Commented [2700123]: The person appointed for handling ]
. = the corrective action.
form folder, in which recorded, any new
cabinet] [intranet additions or editing (Commented [2700120]: If records are kept in paper form. )
folder name]\ must be disabled Commented [2700121]: If you use an application, then specify
the application name.
(Commented [2700122]: If records are kept in electronic form. )
5. Validity and document management
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This document is valid as of [date].

least once a year.

considered:

6. Appendices

[job title]
[name]

[signature]
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