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# Objetivo, alcance y usuarios

El objetivo del presente documento es presentar un resumen detallado del proceso y de los documentos utilizados durante la evaluación y el tratamiento de los riesgos de la información en [nombre de la organización] en el período [especificar el período].

La evaluación de riesgos se aplicó a todo el Sistema de Gestión de Seguridad de la Información (SGSI).

El presente documento está dirigido a la alta dirección de [nombre de la organización], al [cargo responsable de seguridad de la información], a los propietarios de activos de información y a todas las personas involucradas en la planificación, implementación, supervisión y mejora del SGSI.

# Documentos de referencia

* Norma ISO/IEC 27001, cláusulas 8.2 y 8.3
* Documento sobre el alcance del SGSI
* Política de seguridad de la información
* Metodología de evaluación y tratamiento de riesgos

# Proceso de evaluación y tratamiento de riesgos de la información

Todo el proceso de evaluación y tratamiento de riesgos ha sido realizado en conformidad con el documento Metodología de evaluación y tratamiento de riesgos.

## Objetivo de la gestión de riesgos

El objetivo de la evaluación de riesgos es identificar todos los activos, sus vulnerabilidades y las amenazas que se pueden aprovechar de dichas vulnerabilidades, como también evaluar esos parámetros para establecer el grado crítico de riesgos individuales.

El objetivo del tratamiento de riesgos es definir medios sistemáticos para disminuir o controlar esos riesgos.

## Alcance de la evaluación y tratamiento de riesgos

La evaluación y tratamiento de riesgos fue realizado en [nombre de las unidades organizativas], en conformidad con el Documento sobre el alcance del SGSI.

…

\*\* FIN DE MUESTRA GRATIS \*\*

Si ha decidido que el Paquete de documentos de ISO 27001 es la mejor elección para su compañía, consulte la siguiente tabla para elegir el paquete de documentos con el nivel de soporte experto adecuado.

|  |  |  |  |
| --- | --- | --- | --- |
|  | **Paquete de documentos con apoyo de un experto** | **Paquete de documentos con ampliación de soporte** | **Paquete de documentos superior** |
|  | **US $897** | **US $1397** | **US $2397** |
| **45 plantillas de documentos que cumplen con ISO 27001** | **🗸** | **🗸** | **🗸** |
| **Acceso a tutoriales en video (en inglés)** | **🗸** | **🗸** | **🗸** |
| **Plantillas de documentos actualizadas a la versión ISO 27001:2022** | **🗸** | **🗸** | **🗸** |
| **Herramienta de Análisis de Brecha en ISO 27001** | **🗸** | **🗸** | **🗸** |
| **Soporte mediante correo electrónico** | 10 preguntas por mes | Ilimitado | Ilimitado |
| **Asistencia personalizada con un experto en ISO 27001** | 1 hora | 5 horas | 15 horas |
| **Revisión de expertos (documentos completos)** | 1 documento | 5 documentos | 15 documentos |
| **Formación en concienciación sobre seguridad (en inglés)** | **X** | 20 usuarios | 50 usuarios |
| **Revisión previa a la auditoría** | **X** | **🗸** | **🗸** |
|  | [**SOLICÍTELO AHORA**](https://shop.advisera.com/order/checkout.php?PRODS=4718229&QTY=1&CART=1&CARD=1&SHORT_FORM=1&LANG=es?utm_source=toolkit-document-preview&utm_medium=downloaded-content&utm_campaign=iso-27001-templates&utm_term=toolkit-with-expert-support&utm_content=lang-es) | [**SOLICÍTELO AHORA**](https://shop.advisera.com/order/checkout.php?PRODS=4718230&QTY=1&CART=1&CARD=1&SHORT_FORM=1&LANG=es?utm_source=toolkit-document-preview&utm_medium=downloaded-content&utm_campaign=iso-27001-templates&utm_term=toolkit-with-extended-support&utm_content=lang-es) | [**SOLICÍTELO AHORA**](https://shop.advisera.com/order/checkout.php?PRODS=4718232&QTY=1&CART=1&CARD=1&SHORT_FORM=1&LANG=es?utm_source=toolkit-document-preview&utm_medium=downloaded-content&utm_campaign=iso-27001-templates&utm_term=toolkit-with-power-support&utm_content=lang-es) |
|  | (haga clic en el siguiente enlace presionando CTRL+clic) | | |