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# Objetivo, alcance y usuarios

El propósito de esta Política de alto nivel es definir el objetivo, dirección, principios y reglas básicas para la gestión de la seguridad de la información.

Esta Política se aplica a todo el Sistema de Gestión de Seguridad de la Información (SGSI), según se define en el Documento sobre el alcance del SGSI.

Los usuarios de este documento son todos los empleados de [nombre de la organización], como también terceros externos a la organización.

# Documentos de referencia

* Norma ISO/IEC 27001, cláusulas 5.2, 5.3, 6.2, 7.4 y A.6.3
* Documento sobre el alcance del SGSI
* Metodología de evaluación y tratamiento de riesgos
* Declaración de aplicabilidad
* Lista de requisitos legales, normativos, contractuales y de otra índole
* [Otros documentos internos]
* [Política de continuidad de negocio]
* [Procedimiento para gestión de incidentes]

# Terminología básica sobre seguridad de la información

**Confidencialidad**: característica de la información por la cual solo está disponible para personas o sistemas autorizados.

**Integridad**: característica de la información por la cual solo que es modificada por personas o sistemas autorizados y de una forma permitida.

**Disponibilidad**: característica de la información por la cual solo pueden acceder las personas autorizadas cuando sea necesario.

**Seguridad de la información**: es la preservación de la confidencialidad, integridad y disponibilidad de la información.

**Sistema de gestión de seguridad de la información**:parte de los procesos generales de gestión que se encarga de planificar, implementar, mantener, revisar y mejorar la seguridad de la información.

# Gestión de la seguridad de la información

## Objetivos y medición

Los objetivos generales para el sistema de gestión de seguridad de la información son los siguientes: crear una mejor imagen de mercado y reducir el daño ocasionado por potenciales incidentes; las metas están en línea con los objetivos comerciales, con la estrategia y los planes de negocio de la organización. El [cargo] es el responsable de revisar estos objetivos generales del SGSI y de establecer nuevos.

Los objetivos para controles individuales de seguridad o grupos de controles son propuestos por [enumerar los cargos que cuentan con la autorización correspondiente] y son aprobados por [cargo] en la Declaración de aplicabilidad.

…
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Si ha decidido que el Paquete Premium de documentos sobre ISO 27001 e ISO 22301 es la mejor elección para su compañía, consulte la siguiente tabla para elegir el paquete de documentos con el nivel de soporte experto adecuado.

|  |  |  |  |
| --- | --- | --- | --- |
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|  | **US $997** | **US $1497** | **US $2497** |
| **64 plantillas de documentos que cumplen con ISO 27001** | **🗸** | **🗸** | **🗸** |
| **Acceso a tutoriales en video (en inglés)** | **🗸** | **🗸** | **🗸** |
| **Plantillas de documentos actualizadas a la versión ISO 27001:2022** | **🗸** | **🗸** | **🗸** |
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