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# Objetivo, alcance y usuarios

El objetivo del Plan de continuidad de negocio es definir de forma precisa cómo [nombre de la organización] gestionará los incidentes en caso de un desastre o de otro incidente disruptivo y cómo recuperará sus actividades dentro de plazos establecidos. El objetivo de este Plan es mantener en un nivel aceptable el daño producido por un incidente disruptivo.

Este Plan se aplica a todas las actividades críticas dentro del alcance del Sistema de gestión de seguridad de la información (SGSI) [Sistema de Gestión de la Continuidad de negocio (SGCN)].

Los usuarios de este documento son todos los miembros del personal, tanto internos como externos, que cumplan un rol en la continuidad de negocio.

# Documentos de referencia

* Norma ISO 22301, cláusula 8.4
* Norma ISO 27001, cláusula A.5.29
* Lista de requisitos legales, normativos, contractuales y de otra índole
* Política de continuidad de negocio
* Cuestionario sobre el análisis de impacto en el negocio
* Estrategia de continuidad de negocio

# Plan de continuidad de negocio

## Contenido del plan

El Plan de continuidad de negocio está formado por estas grandes secciones:

* Plan de continuidad de negocio: define las reglas de primer nivel para la continuidad de negocio.
* Plan de respuesta a los incidentes (Apéndice 1): un plan que define soluciones para la respuesta directa ante la ocurrencia de diversos tipos de incidentes.
* Plan de recuperación ante desastres: un plan que define soluciones para la recuperación de la infraestructura y de los servicios de TI.
* Planes de recuperación para actividades individuales (Apéndice 7 en adelante): planes acerca de soluciones para la recuperación de los recursos necesarios para cada actividad (se preparan por separado para cada actividad).

Cada uno de estos planes define su procedimiento de activación.

## Supuestos

Para que este Plan resulte efectivo, todos los recursos y preparativos especificados en la Estrategia de continuidad de negocio deben estar preparados.

## Nombramientos y autoridades

Se conformarán las siguientes entidades cuando se produzca un incidente disruptivo:

|  |  |  |
| --- | --- | --- |
| ***Gabinete de crisis*** | | |
| Miembros: | Reemplazantes: | Rol: |
| CEO | Gerente de continuidad de negocio | Activar/Desactivar Plan de continuidad de negocio  Autorizar compra superior a XXXX EUR |
| Gerente de continuidad de negocio | Gerente de TI | Coordinar tareas de TI del Plan de continuidad de negocio |
|  |  |  |
|  |  |  |
|  |  |  |
| ***Gabinete de apoyo de crisis*** | | |
| Miembros: | Reemplazantes: | Rol: |
| Asistente del CEO | Mensajero | Proporcionar apoyo administrativo al equipo de gestión de crisis. |
| Mensajero | Asistente del CEO | Entregar mensajes y materiales si otros servicios no funcionan |
|  |  |  |
|  |  |  |
|  |  |  |

El objetivo del Gabinete de crisis es tomar todas las decisiones clave y coordinar las acciones durante el incidente disruptivo; el objetivo del Gabinete de apoyo de crisis es aliviar al Gabinete de crisis en tareas administrativas y otras actividades operativas para que pueda concentrarse en solucionar el incidente disruptivo. Los miembros del Gabinete de apoyo de crisis dependen directamente del Gabinete de crisis.

…
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