\*\* VERSIÓN DE MUESTRA GRATIS \*\*

Gracias por descargar la vista previa gratuita del Paquete Premium de documentos sobre ISO 27001 e ISO 22301.

[logo de la organización]

[nombre de la organización]

**POLÍTICA DE CONTROL DE ACCESO**

|  |  |
| --- | --- |
| Código: |  |
| Versión: |  |
| Fecha de la versión: |  |
| Creado por: |  |
| Aprobado por: |  |
| Nivel de confidencialidad: |  |

**Historial de modificaciones**

|  |  |  |  |
| --- | --- | --- | --- |
| **Fecha** | **Versión** | **Creado por** | **Descripción de la modificación** |
|  | 0.1 | Advisera | Descripción básica del documento |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

**Tabla de contenido**

[1. Objetivo, alcance y usuarios 3](#_Toc128572723)

[2. Documentos de referencia 3](#_Toc128572724)

[3. Control de acceso 3](#_Toc128572725)

[3.1. Introducción 3](#_Toc128572726)

[3.2. Perfil de usuario A 3](#_Toc128572727)

[3.3. Perfil de usuario B 4](#_Toc128572728)

[3.4. Gestión de privilegios 4](#_Toc128572729)

[3.5. Revisiones periódicas de los derechos de acceso 5](#_Toc128572730)

[3.6. Cambio de estado o finalización de un contrato 5](#_Toc128572731)

[3.7. Implementación técnica 6](#_Toc128572732)

[3.8. Autenticación segura 6](#_Toc128572733)

[3.9. Gestión de la clave del usuario 6](#_Toc128572734)

[4. Gestión de registros guardados en base a este documento 7](#_Toc128572735)

[5. Validez y gestión de documentos 7](#_Toc128572736)

# Objetivo, alcance y usuarios

El objetivo del presente documento es definir reglas de acceso para diversos sistemas, equipos, instalaciones e información en base a los requerimientos de negocios y de seguridad.

Este documento se aplica a todo el alcance del Sistema de Gestión de Seguridad de la Información (SGSI); es decir, a todos los sistemas, equipos, instalaciones e información utilizados dentro del alcance del SGSI.

Los usuarios de este documento son todos los empleados de [nombre de la organización].

# Documentos de referencia

* Norma ISO/IEC 27001, cláusulas A.5.15, A.5.16, A.5.17, A.5.18, A.8.2, A.8.3, A.8.4, A.8.5 y A.8.11
* Política de seguridad de la información
* Declaración de aplicabilidad
* [Política de clasificación de la información]
* [Declaración de aceptación de los documentos del SGSI]
* [Lista de requisitos legales, normativos, contractuales y de otra índole]

# Control de acceso

## Introducción

El principio básico del control de acceso es que el acceso a todos los sistemas, redes, servicios e información está prohibido salvo que sea expresamente permitido a usuarios individuales o a grupos de usuarios.

Está permitido el acceso a todos los sectores físicos de la organización, excepto a aquellos para las cuales el privilegio debe ser concedido por una persona autorizada (sección "Gestión de privilegios").

Esta Política determina reglas de acceso a sistemas, servicios e instalaciones, mientras que la [Política de clasificación de la información] define reglas de acceso para documentos y registros individuales.

## Perfil de usuario A

El perfil de usuario A tiene los siguientes derechos de acceso:

|  |  |
| --- | --- |
| ***Nombre del sistema / red / servicio*** | ***Derechos de usuario*** |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |

Los siguientes cargos tienen derechos de acceso de acuerdo al Perfil de usuario A:

* [cargo 1]
* [cargo 2]

## Perfil de usuario B

El perfil de usuario B tiene los siguientes derechos de acceso:

|  |  |
| --- | --- |
| ***Nombre del sistema / red / servicio*** | ***Derechos de usuario*** |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |

Los siguientes cargos tienen derechos de acceso de acuerdo al Perfil de usuario B:

* [cargo 1]
* [cargo 2]

…

\*\* FIN DE MUESTRA GRATIS \*\*

Si ha decidido que el Paquete Premium de documentos sobre ISO 27001 e ISO 22301 es la mejor elección para su compañía, consulte la siguiente tabla para elegir el paquete de documentos con el nivel de soporte experto adecuado.

|  |  |  |  |
| --- | --- | --- | --- |
|  | **Paquete de documentos con apoyo de un experto** | **Paquete de documentos con ampliación de soporte** | **Paquete de documentos superior** |
|  | **US $997** | **US $1497** | **US $2497** |
| **64 plantillas de documentos que cumplen con ISO 27001** | **🗸** | **🗸** | **🗸** |
| **Acceso a tutoriales en video (en inglés)** | **🗸** | **🗸** | **🗸** |
| **Plantillas de documentos actualizadas a la versión ISO 27001:2022** | **🗸** | **🗸** | **🗸** |
| **Herramienta de Análisis de Brecha en ISO 27001** | **🗸** | **🗸** | **🗸** |
| **Soporte mediante correo electrónico** | 10 preguntas por mes | Ilimitado | Ilimitado |
| **Asistencia personalizada con un experto en ISO 27001 e ISO 22301** | 1 hora | 5 horas | 15 horas |
| **Revisión de expertos (documentos completos)** | 1 documento | 5 documentos | 15 documentos |
| **Formación en concienciación sobre seguridad (en inglés)** | **X** | 20 usuarios | 50 usuarios |
| **Revisión previa a la auditoría** | **X** | **🗸** | **🗸** |
|  | [**SOLICÍTELO AHORA**](https://shop.advisera.com/order/checkout.php?PRODS=4718233&QTY=1&CART=1&CARD=1&SHORT_FORM=1&LANG=es?utm_source=toolkit-document-preview&utm_medium=downloaded-content&utm_campaign=iso-27001-iso-22301-templates&utm_term=toolkit-with-expert-support&utm_content=lang-es) | [**SOLICÍTELO AHORA**](https://shop.advisera.com/order/checkout.php?PRODS=4718234&QTY=1&CART=1&CARD=1&SHORT_FORM=1&LANG=es?utm_source=toolkit-document-preview&utm_medium=downloaded-content&utm_campaign=iso-27001-iso-22301-templates&utm_term=toolkit-with-extended-support&utm_content=lang-es) | [**SOLICÍTELO AHORA**](https://shop.advisera.com/order/checkout.php?PRODS=4718235&QTY=1&CART=1&CARD=1&SHORT_FORM=1&LANG=es?utm_source=toolkit-document-preview&utm_medium=downloaded-content&utm_campaign=iso-27001-iso-22301-templates&utm_term=toolkit-with-power-support&utm_content=lang-es) |
|  | (haga clic en el siguiente enlace presionando CTRL+clic) | | |