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# Zweck, Anwendungsbereich und Anwender

Zielsetzung dieser auf oberster Ebene angesiedelten Politik ist die Definition des Zwecks, der Ausrichtung, der Grundlagen und der grundsätzlichen Regeln für Informationssicherheits-Management.

Diese Politik wird auf das gesamte Informationssicherheits-Managementsystem (ISMS) angewendet, und wie im Dokument zum ISMS Anwendungsbereich definiert.

Anwender dieses Dokuments sind alle Mitarbeiter von [Name der Organisation], sowie relevante externe Parteien.

# Referenzdokumente

* ISO/IEC 27001 Norm, Abschnitte 5.2 und 5.3
* Dokument zum ISMS Anwendungsbereich
* Methodik zur Risikoeinschätzung und Risikobehandlung
* Erklärung zur Anwendbarkeit
* Liste rechtlicher, amtlicher, vertraglicher und anderer Anforderungen
* \*
* [Richtlinie für betriebliche Kontinuität]
* [Verfahren zum Management von Informationssicherheits-Vorfällen]

# Informationssicherheit: Grundbegriffe

**Vertraulichkeit** – die Eigenschaft von Informationen, dass sie lediglich berechtigten Personen oder Systemen verfügbar gemacht werden

**Integrität** – die Eigenschaft von Informationen, dass sie lediglich von berechtigten Personen oder Systemen auf genehmigte Weise abgeändert werden können

**Verfügbarkeit** – …
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Um dieses Dokument vollständig herunterzuladen, klicken Sie bitte hier:  
<https://advisera.com/27001academy/de/documentation/informationssicherheits-managementsystem-richtlinie/>