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# Zweck, Anwendungsbereich und Anwender

Der Zweck dieses Dokuments ist, Regeln für das sichere Kennwort-Management und den sicheren Gebrauch von Kennworten festzulegen.

Dieses Dokument gilt für den gesamten Anwendungsbereich des Informationssicherheits-Managementsystems (ISMS), d.h. für alle Arbeitsplätze und Systeme innerhalb des ISMS Anwendungsbereiches.

Anwender dieses Dokuments sind alle Mitarbeiter von [Name der Organisation].

# Referenzdokumente

* ISO/IEC 27001 Norm, Abschnitte A.5.16, A.5.17 und A.5.18
* Informationssicherheitspolitik
* Erklärung zur Akzeptanz der ISMS-Dokumente

# Pflichten der Anwender

Die Anwender müssen bei der Auswahl und Benutzung von Kennworten folgende bewährte sichere Verfahren anwenden:

* Kennworte dürfen gegenüber anderen Personen nicht offengelegt werden; dies gilt auch für Geschäftsführung oder Systemadministratoren
* Kennworte dürfen nicht aufgeschrieben werden, außer [Stellenbezeichnung] hat hierfür eine sichere Methode zugelassen
* Vom Anwender erstellte Kennworte dürfen auf keinem Weg verbreitet werden (mündlich, schriftlich oder in elektronischer Form, etc.)
* Kennworte müssen geändert werden, falls es Anzeichen dafür gibt, dass die Kennworte oder das System kompromittiert sein könnten – in diesem Fall muss ein Sicherheitsvorfall gemeldet werden

\*\*ENDE DER KOSTENFREIEN VORSCHAU\*\*

Um die Vollversion dieses Dokumentes herunterzuladen, klicken Sie hier:

<https://advisera.com/27001academy/de/documentation/passwort-richtlinie/>