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# Zweck, Anwendungsbereich und Anwender

Der Zweck dieses Dokuments ist die Festlegung der Vorschriften für Beziehungen zu Lieferanten und Partnern.

Dieses Dokument gilt für alle Lieferanten und Partner, welche die Fähigkeit zur Beeinflussung der Vertraulichkeit, Integrität und Verfügbarkeit sensibler Informationen von [Name der Organisation]besitzen.

Anwender dieses Dokuments sind das Top-Management von [Name der Organisation], sowie alle anderweitigen Personen, die bei [Name der Organisation] verantwortlich für Lieferanten und Partner sind.

# Referenzdokumente

* ISO/IEC 27001 Norm, Abschnitte A.7.1.1, A.7.1.2, A.7.2.2, A.8.1.4, A.14.2.7, A.15.1.1, A.15.1.2, A.15.1.3, A.15.2.1, A.15.2.2
* Methodik zur Risikoeinschätzung und Risikobehandlung
* Bericht zur Risikoeinschätzung und Risikobehandlung
* Zugangssteuerungsrichtlinie
* Erklärung zur Vertraulichkeit

# Beziehungen zu Lieferanten und Partnern

## Identifizierung der Risiken

Sicherheitsrisiken im Zusammenhang mit Lieferanten und Partnern werden im Einklang mit der Methodik zur Risikoeinschätzung und -behandlung während des Risikoeinschätzungsprozesses identifiziert. Während der Risikoeinschätzung muss besondere Sorgfalt walten, um sowohl Risiken im Zusammenhang mit Informations- und Kommunikationstechnik als auch Risiken in Verbindung mit der Produkt-Nachschubkette zu identifizieren.
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Um dieses Dokument vollständig herunterzuladen, klicken Sie bitte hier:  
<https://advisera.com/27001academy/de/documentation/sicherheitsrichtlinie-fuer-lieferanten/>