**Anhang 3 – Bericht zur Risikoeinschätzung und Risikobehandlung**

\*\* KOSTENLOSE VORSCHAU \*\*

**Änderungs-Historie**

|  |  |  |  |
| --- | --- | --- | --- |
| **Datum** | **Version** | **Erstellt durch** | **Beschreibung der Änderung** |
|  | 0.1 | 27001Academy | Erster Entwurf des Dokuments |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
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# Zweck, Anwendungsbereich und Anwender

Der Zweck dieses Dokuments ist die Bereitstellung einer detaillierten Übersicht des Prozesses und der Dokumente die für die Einschätzung und Behandlung von Informationsrisiken bei [Name der Organisation] im Zeitraum [Zeitraum angeben] genutzt wurden.

Die Risikoeinschätzung wurde auf das gesamte Informationssicherheits-Managementsystem (ISMS) angewendet.

Dieses Dokument ist bestimmt für das Top-Management von [Name der Organisation], [Stellenbezeichnung des Verantwortlichen für Informationssicherheit], die Eigentümer von Informationswerten und alle die mit der Planung, Umsetzung, Überwachung und Verbesserung des ISMS befasst sind.

# Referenzdokumente

* ISO/IEC 27001 Norm, Abschnitte 8.2 und 8.3
* ISO 22301 Norm, Abschnitt 8.2.3
* Dokument zum ISMS Anwendungsbereich
* Informationssicherheitspolitik
* Methodik zur Risikoeinschätzung und Risikobehandlung
* Richtlinie zum betrieblichen Kontinuitätsmanagement

# Prozess der Einschätzung und Behandlung von Informationsrisiken

Der gesamte Risikoeinschätzungs- und Risikobehandlungs-Prozess wurde entsprechend des Dokuments über die Methodik zur Risikoeinschätzung und Risikobehandlung durchgeführt.

## Zweck des Risikomanagements

Der Zweck der Risikoeinschätzung ist die Identifikation aller Werte, ihrer Schwachstellen und der Bedrohungen die solche Schwachstellen ausnutzen könnten, sowie die Bewertung dieser Kenngrößen um die Kritikalität der individuellen Risiken festlegen zu können.

\*\* ENDE DER KOSTENLOSEN VORSCHAU \*\*

Um dieses Dokument vollständig herunterzuladen, klicken Sie bitte hier:  
<https://advisera.com/27001academy/de/documentation/bericht-risikoeinschaetzung/>