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# Zweck, Anwendungsbereich und Anwender

Der Zweck dieses Dokuments ist die Beschreibung des Verfahrens zur Identifikation der Interessierte Parteien sowie der rechtlichen, amtlichen, vertraglichen und anderen Anforderungen mit Bezug zu Informationssicherheit. Ebenso werden darin die Verantwortlichkeiten für die Erfüllung dieser Anforderungen beschrieben.

Dieses Dokument wird auf das gesamte Informationssicherheits-Managementsystem (ISMS) angewendet.

Anwender dieses Dokuments sind alle Mitarbeiter von [Name der Organisation].

# Referenzdokumente

* ISO/IEC 27001 Norm, Abschnitt 4.2, und A.5.31
* Informationssicherheitspolitik

# Identifikation der Anforderungen und interessierten Parteien

[Stellenbezeichnung] ist verantwortlich für die Identifikation (1) aller Personen oder Organisationen, die von Informationssicherheit oder betrieblichem Kontinuitätsmanagement betroffen sein könnten oder darauf Einfluss haben könnten (Interessierte Parteien) und (2) aller relevanten rechtlichen, amtlichen, vertraglichen oder anderen Anforderungen.

[Stellenbezeichnung] legt fest, wer für die Einhaltung jeder einzelnen Anforderung verantwortlich ist und welche Interessierte Parteien im Falle von Änderungen in Kenntnis gesetzt werden müssen.

[Stellenbezeichnung] muss alle Anforderungen, Interessierte Parteien und Verantwortlichen in der Liste rechtlicher, amtlicher, vertraglicher und anderer Anforderungen aufführen und diese Liste [Leitlinien für die Veröffentlichung der Liste] veröffentlichen.

Jeder Mitarbeiter von [Name der Organisation] muss [Stellenbezeichnung] benachrichtigen, falls er/sie von irgendeiner neuen rechtlichen, amtlichen, vertraglichen oder anderen Anforderung Kenntnis erlangt, die für Informationssicherheitsmanagement relevant sein könnte.

\*\*ENDE DER KOSTENFREIEN VORSCHAU\*\*

Um die Vollversion dieses Dokumentes herunterzuladen, klicken Sie hier:

<https://advisera.com/27001academy/de/documentation/verfahren-zur-identifikation-der-anforderungen/>