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# Zweck, Anwendungsbereich und Anwender

Der Zweck dieses Notfallwiederherstellungsplans ist genau zu definieren, wie [Name der Organisation] ihre IT-Infrastruktur und IT-Services innerhalb gesetzter Zeitvorgaben im Notfall oder bei anderen Störfällen wiederherstellen wird. Zielsetzung dieses Plans ist, die Wiederherstellung der IT-Infrastruktur und IT-Services innerhalb der gesetzten Wiederherstellungs-Zeitvorgaben (Recovery Time Objective – RTO) und Wiederherstellungspunktziele (Recovery Point Objective – RPO) abzuschließen.

Dieser Plan umfasst alle Ressourcen und Schritte, die für die Planungs-, Implementierungs-, Wartungs- und Testphasen des Wiederherstellungsprozesses erforderlich sind, und deckt alle relevanten Aspekte des betrieblichen Kontinuitätsmanagements ab.

Anwender dieses Dokuments sind Mitglieder des Krisen-Managementteams und für die Wiederherstellung dieser Aktivität erforderliche Mitarbeiter.

# Referenzdokumente

* ISO/IEC 27001 Standard, Abschnitte 7.4, A.5.29, A.5.30, und A.8.14
* [Liste gesetzlicher, amtlicher, vertraglicher und anderer Anforderungen]
* [Verfahren zum Vorfallmanagement]
* [Verfahren für interne Audits]

# Annahmen / Einschränkungen

Damit dieser Plan funktioniert, müssen die folgenden Bedingungen erfüllt werden:

* Es sind alle Geräte, Software und Daten wie in [Dokumente] geplant verfügbar.
* Zum Zeitpunkt eines Vorfalls müssen die Mitarbeiter der IT-Abteilung zum Alternativ-Standort verlegt werden – dies ist der Startpunkt des Notfallwiederherstellungsplans.

Dieser Plan deckt nicht die folgenden Arten von Vorfällen ab:

* \*
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Um die Vollversion dieses Dokumentes herunterzuladen, klicken Sie hier:

<https://advisera.com/27001academy/de/documentation/notfallwiederherstellungsplan/>