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# Zweck, Anwendungsbereich und Anwender

Der Zweck dieses Dokuments ist die Festlegung klarer Regeln für den Gebrauch von Informationssystemen und anderer Informationswerte bei [Name der Organisation].

Dieses Dokument gilt für den gesamten Anwendungsbereich des Informationssicherheits-Managementsystems (ISMS), d.h. für alle Informationssysteme und andere Informationswerte innerhalb des ISMS Anwendungsbereiches.

Anwender dieses Dokuments sind alle Mitarbeiter von [Name der Organisation].

# Referenzdokumente

* ISO/IEC 27001 Norm, Abschnitte A.6.2.1, A.6.2.2, A.8.1.2, A.8.1.3, A.8.1.4, A.9.3.1, A.11.2.5, A.11.2.6, A.11.2.8, A.11.2.9, A.12.2.1, A.12.3.1, A.12.5.1, A.12.6.2, A.13.2.3, A.18.1.2
* Informationssicherheitspolitik
* [Richtlinie zur Klassifizierung von Informationen]
* [Verfahren zum Umgang mit Informationssicherheits-Vorfällen]
* [Inventar der Werte]
* [Sicherheitsverfahren für die IT-Abteilung]
* [Richtlinie zur Übertragung von Informationen]

# Zulässiger Gebrauch von Informationswerten

## Definitionen

Informationssystem – schließt alle Server und Arbeitsplatzrechner, Netzwerk-Infrastruktur, Systemprogramme und Applikationen, Daten, sowie andere Rechner-Subsysteme und Komponenten ein, die sich im Besitz der Organisation befinden, durch die Organisation genutzt werden oder die in den Verantwortungsbereich der Organisation fallen. Der Gebrauch eines Informationssystems umfasst ebenso die Nutzung aller internen oder externen Dienste wie Internetzugang, E-Mail, usw.

Informationswerte – im Rahmen dieser Richtlinie wird der Begriff Informationswerte auf Informationssysteme und andere Informationen/Betriebsmittel, einschließlich Papierdokumente, Mobiltelefone, tragbare Computer, Speichermedien, usw. angewendet.

## Zulässiger Gebrauch

Informationswerte dürfen nur für geschäftliche Zwecke zur Ausführung von Aufgaben für die Organisation genutzt werden.

## Verantwortlichkeiten für Werte

Jedem Informationswert ist im Inventar der Werte ein Eigentümer zugeordnet. Der Eigentümer des Werts ist für die Vertraulichkeit, Integrität und Verfügbarkeit der Information im betreffenden Wert verantwortlich.

## Untersagte Aktivitäten

Es ist untersagt, Informationswerte auf eine Art und Weise zu nutzen, die unnötigerweise Kapazitäten belegt, die Leistungsfähigkeit des Informationssystems beeinträchtigt oder eine Sicherheitsbedrohung darstellt. Es ist ebenso untersagt:

* Bild- oder Video-Dateien herunterzuladen, die nicht geschäftlichen Zwecken dienen, E-Mail-Kettenbriefe zu versenden, Spiele zu spielen, usw.
* auf einem lokalen Rechner Software ohne die ausdrückliche Genehmigung von [Stellenbezeichnung] zu installieren
* …
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Um dieses Dokument vollständig herunterzuladen, klicken Sie bitte hier:  
<https://advisera.com/27001academy/de/documentation/it-sicherheitspolitik/>