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# Zweck, Anwendungsbereich und Anwender

Der Zweck dieses Dokuments ist die eindeutige Definition der Grenzen des Informationssicherheits-Managementsystems (ISMS) von [Name der Organisation].

Dieses Dokument wird auf alle Dokumentationen und Aktivitäten innerhalb des ISMS angewendet.

Anwender dieses Dokuments sind die Mitglieder der Leitung von [Name der Organisation], die Mitglieder des für die Umsetzung des ISMS zuständigen Projektteams, sowie \*.

# Referenzdokumente

* ISO/IEC 27001 Norm, Abschnitt 4.3
* [Projektplan Dokument für ISO 27001 Umsetzung]
* Liste rechtlicher, amtlicher, vertraglicher und anderer Anforderungen

# Festlegung des ISMS Anwendungsbereichs

Die Organisation muss die Grenzen ihres ISMS definieren, um so festzulegen, welche Informationen sie schützen möchte. Diese Informationen müssen geschützt werden, und gleichgültig ob sie innerhalb oder außerhalb des ISMS Anwendungsbereichs zusätzlich archiviert, bearbeitet oder übertragen werden. Die Tatsache, dass einige Informationen auch außerhalb des ISMS Anwendungsbereichs verfügbar sind, bedeutet nicht, dass sie den Sicherheitsmaßnahmen nicht unterliegen würden. Stattdessen bedeutet dies lediglich, dass die Verantwortlichkeit für die Umsetzung der Sicherheitsmaßnahmen an eine dritte Person übertragen wird, welche diese Informationen verwaltet.
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Um dieses Dokument vollständig herunterzuladen, klicken Sie bitte hier:  
<https://advisera.com/27001academy/de/documentation/isms-scope-document/>