\*\*KOSTENLOSE VORSCHAUVERSION\*\*

[Logo der Organisation]

[Name der Organisation]

**RICHTLINIE ZU MOBILGERÄTEN, TELEARBEIT UND ZUR VON ZU HAUSE AUS ARBEIT**

|  |  |
| --- | --- |
| Code: |  |
| Version: |  |
| Datum der Version: |  |
| Erstellt durch: |  |
| Genehmigt durch: |  |
| Vertraulichkeitsstufe: |  |

**Änderungs-Historie**

|  |  |  |  |
| --- | --- | --- | --- |
| **Datum** | **Version** | **Erstellt durch** | **Beschreibung der Änderung** |
|  | 0.1 | 27001Academy | Erster Entwurf des Dokuments |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

**Inhaltsverzeichnis**

[1. Zweck, Anwendungsbereich und Anwender 3](#_Toc120265552)

[2. Referenzdokumente 3](#_Toc120265553)

[3. Mobile Computing 3](#_Toc120265554)

[3.1. Einleitung 3](#_Toc120265555)

[3.2. Grundsätzliche Regeln 3](#_Toc120265556)

[4. Telearbeit & Arbeit von zu Hause aus 4](#_Toc120265557)

[4.1. Einleitung 4](#_Toc120265558)

[4.2. Zusätzliche Regeln für Telearbeit 4](#_Toc120265559)

[5. Verwaltung von Aufzeichnungen zu diesem Dokument 5](#_Toc120265560)

[6. Gültigkeit und Dokumenten-Handhabung 5](#_Toc120265561)

# Zweck, Anwendungsbereich und Anwender

Der Zweck dieses Dokuments ist es, den unberechtigten Zugang zu Mobilgeräten sowohl innerhalb als auch außerhalb der Räumlichkeiten/Liegenschaft der Organisation zu verhindern.

Dieses Dokument gilt für den gesamten Anwendungsbereich des Informationssicherheits-Managementsystems (ISMS), d.h. für alle Personen, Daten und Gerätschaften innerhalb des ISMS Anwendungsbereiches.

Anwender dieses Dokuments sind alle Mitarbeiter von [Name der Organisation].

# Referenzdokumente

* ISO/IEC 27001 Norm, Abschnitte A.6.7, A.7.9, und A.8.1
* Informationssicherheitspolitik
* [Richtlinie zur Klassifizierung von Informationen]
* [IT-Sicherheitspolitik]

# Mobile Computing

## Einleitung

Ausstattung für Mobile Computing umfasst alle Arten von tragbaren Rechnern, Mobil-Telefonen, Smartphones, Speicherkarten und andere tragbare Gerätschaften die für die Speicherung, Verarbeitung und Übertragung von Daten verwendet werden, unabhängig davon, wo diese Geräte eingesetzt werden.

Die oben genannte Ausstattung darf aus dem Standort der Organisation nur mit Genehmigung entsprechend der IT-Sicherheitspolitik entfernt werden.

\*\*ENDE DER KOSTENFREIEN VORSCHAU\*\*

Um die Vollversion dieses Dokumentes herunterzuladen, klicken Sie hier:

<https://advisera.com/27001academy/de/documentation/richtlinie-zu-mobile-computing-und-telearbeit/>